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一、项目名称：
广东省人民医院网页防篡改系统维保项目（ 2025-2026年）
二、项目要求
为保障医院官网系统的安全，防止官网内容被非法篡改，我院需要采购网页防篡改系统2025-2026年维保服务。
三、采购清单
采购设备及数量如下：
	序号
	系统名称
	品牌
	采购内容

	1
	网页防篡改系统
	IGuard
	针对网页防篡改系统提供2年软件维保服务，包含2个站点授权。新授权能导入医院现有网页防篡改系统使用。



四、要求

1. 日常维护
1、提供网页防篡改系统升级服务，对于网页防篡改系统存在的系统缺陷，将不定期提供最新的补丁，完成网页防篡改系统升级；
2、提供网页防篡改系统问题的日常排障与系统优化服务，向医院解答网页防篡改系统在使用过程的疑问，包括系统安装、策略配置等，确保系统正常稳定运行；
3、提供网页防篡改系统相关Web安全咨询服务，针对Web攻击行为提供专业的安全处置建议；
4、提供网页防篡改系统的操作培训服务，确保医院的技术工程师能够独立运维网页防篡改系统，确保网页防篡改功能持续有效；
5、每季度提供一次网页防篡改系统巡检服务，并提供巡检报告，实时汇报站点安全情况；
6、提供7×24小时全天候的紧急电话支持服务、紧急远程支持服务和紧急现场支持服务，帮助我院快速处理网站篡改相关的信息安全事件，快速恢复站点服务；
7、提供应急响应服务，每次服务提交《现场服务报告》。接到应急响应要求后，工程师应在30分钟以内进行响应，并在2小时以内到达客户现场进行故障排查，针对2小时内仍无法解决的故障，优先采用回退方案或备用方案，保证业务正常运行。系统故障修复时间不超过2个工作日。
1. 修改调整
1、根据院方要求完善网页防篡改系统策略配置，并将这些变更调整内容梳理到系统变更信息表中，便于开展后续维护工作；
2、在用户使用网页防篡改系统出现兼容性问题时，服务商须积极配合，与有关硬件、软件厂商和用户接洽，及时定位问题原因、寻求解决方案。
五、其它要求
服务商应有专门的维护部门并指定固定技术力量用于网页防篡改系统维护，并向用户提供详细的维护人员清单及其联系方式。
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